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PURPOSE AND TARGET GROUP
This pixi book summarises the main cornerstones in 
the work with data protection impact assessments. The 
pixi book is intended as written support for managers 
and key employees in communicating the responsibil-
ity of the individual entity/employee in connection with 
the performance of data protection impact assessments. 

WHAT IS DATA PROTECTION IMPACT 
ASSESSMENT?
A data protection impact assessment is an analysis of the 
impact of intended data processing activities on the data 
subjects whose data are processed. The following will be 
examined in the data protection impact assessment:

•	 Whether there is a high risk to the rights and freedoms 
of data subjects in connection with a specific proces-
sing of their personal data – that is whether the proces-
sing entails a high risk of damage to the data subjects  
– Screening

•	 The impacts on the data subjects of the specific pro-
cessing of personal data – Data protection impact 
assessment 

•	 The organisational and technical security measures we 
can implement to reduce the risk and impacts to a low 
level – Handling

Screening, where it is established whether 
an intended personal data processing activi-
ty is of such a nature that it may result in a 
high risk to the data subjects that their per-
sonal data are processed.

Specific evaluation – based on the 
screening – of whether a data protection im-
pact assessment is to be conducted.

Performance of data protection impact 
assessment.

Handling of the result of the data protecti-
on impact assessment.

At AAU, we have decided that data protection impact 
assessments are a four-step process. However, we 

rarely need to go through all four steps:
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WHY DO WE NEED TO CONDUCT DATA 
PROTECTION IMPACT ASSESSMENTS AT AAU?
The object of the General Data Protection Regulation and 
the Danish Data Protection Act (Databeskyttelsesloven) 
is that we must check and document in our processing of 
personal data whether we adequately protect the personal 
data we use in a specific data processing activity.

In some cases, an envisaged data processing activity and 
handling of personal data may be likely to result in a high 
risk of damage to the data subjects if the data end up in the 
wrong hands, are altered or disappear. 

In these cases, AAU is obliged to check this potentially high 
risk and – if the risk proves to be high – to take measures 
aimed at reducing it. . 

If AAU cannot significantly reduce the risk, the processing 
of personal data may only be commenced following ap-
proval from the Danish Data Protection Agency.
 
 

 
 

 

WHO SHOULD DO WHAT AND WHEN?
SYSTEM OWNER / DATA OWNER
Who: The system and/or data owner are the AAU emplo-
yees responsible for initiating a new administrative pro-ject 
or process, a research project, a new IT system or a similar 
process in which personal data will be pro-cessed

What: When you start a new research project, a new ad-
ministrative project or a new process in which you process  
personal data in a new way or are to develop a new sy-
stem, you first need to find out whether you are processing 
personal data. See here for a further definition of personal 
data.  

If you process personal data, you must fill in the screening 
tool, which forms the basis for assessing whether a data 
protection impact assessment is to be conducted. You can 
find the screening tool here. 

 
 

 
 

https://www.informationssikkerhed.aau.dk/english/personal-data/
https://www.informationssikkerhed.aau.dk/digitalAssets/691/691708_vaerktoej-til-screening-af--om-der-skal-foretages-en-konsekvensanalyse_en_gb.dotx
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The task of the system and/or data owner is to:

•	 examine whether personal data are being processed 
and, if so, examine whether the envisaged data 
processing activity is already described in the entity’s 
records of processing activities under Article 30

•	 fill in the screening tool, which consists of thirteen yes/
no questions if the processing activity is not described 
in the entity’s records of processing activities under Ar-
ticle 30

•	 submit the filled in screening tool to the mailbox konse-
kvensanalyse@aau.dk

•	 contribute to any data protection impact assessment 
with its knowledge about the new project/process/sy-
stem.

When: You must use the first step, the screening tool, as 
early as possible in your work process. The filled in screen-
ing tool is submitted to konsekvensanalyse@aau.dk

IMPACT ASSESSMENT-TASKFORCE
Who: AAU has set up an impact assessment task force 
with IT technical/information security, legal and organisati-
onal/business competences to ensure a sufficient compe-
tence composition to implement and manage the process, 
to facilitate the decentral task in each individual case and 
to build up knowledge of and experience in data protection 
impact assessments at AAU. 

What: The task force is responsible for: 

•	 making a specific evaluation, based on the screening 
tool, of whether a data protection impact assessment is 
to be conducted

•	 conducting the actual data protection impact assess-
ment and managing the work process 

•	 handling the results of the data protection impact as-
sessment, including proposing specific organisational 
and technical security measures aimed at reducing 
high risks

•	 documenting and recording the investigative work.

When: When the screening of a project, process, etc. has 
been received from the system owner/data owner.

https://www.informationssikkerhed.aau.dk/digitalAssets/691/691708_vaerktoej-til-screening-af--om-der-skal-foretages-en-konsekvensanalyse_en_gb.dotx
mailto:konsekvensanalyse%40aau.dk?subject=
mailto:konsekvensanalyse%40aau.dk?subject=
mailto:%20konsekvensanalyse%40aau.dk%20?subject=
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THE SYSTEM AND/OR DATA OWNER´S MANA-
GER, SEE THE DELEGATION INSTRUCTIONS
Who: The system and/or data owner’s manager, see the 
Rector’s delegation instructions.

What: If the conclusion of the data protection impact as-
sessment requires additional organisational and technical 
measures to reduce the risk to the data subjects, the ma-
nagement’s task is, in accordance with the delegation in-
structions, to:

•	 take the financial responsibility for these measures, or 

•	 take responsibility for the remaining risk if a decision 
is made not to implement further risk-reducing me-
asures, together with the Chief Information Security 
Officer, or based on a recommendation from the Data 
Protection Officer. 

When: The system and/or data owner’s manager, see the 
delegation instructions, is to be contacted if the implemen-
tation of further organisational and technical measures is 
necessary to reduce the risk to the data subjects.

WHERE CAN YOU GET HELP?
You can find more information at the security web page 
under Data protection impact assessment.

The security web page also contains the screening tool.

You can always write an email to 
konsekvensanalyse@aau.dk.
You will then be contacted as soon as possible.

https://www.informationssikkerhed.aau.dk/english/Data+protection+assessment/
https://www.informationssikkerhed.aau.dk/digitalAssets/691/691708_vaerktoej-til-screening-af--om-der-skal-foretages-en-konsekvensanalyse_en_gb.dotx
http://sikkerhed.aau.dk  
mailto:konsekvensanalyse%40aau.dk?subject=

